**OA系统“红帆信息管理平台”系统维保服务**

## 项目内容：

对我院OA系统：红帆信息管理平台”系统提供维护保障等服务，并根据定期维护、培训、客户化实际情况填写相应表格（附件：1，附件：2，附件：3）并通过邮件确认。

## 主要服务内容：

2.1.定期维护

为保证我院OA系统正常运行，维保商须每季度对我院OA服务器进行系统安全检查、数据库备份检查、系统优化，可远程处理。

2.2.技术咨询

为保证我院正确应用软件商所提供的产品，维保商需提供产品应用、技术、二次开发等方面的咨询及远程协助服务。

2.3.错误修正

我院在应用软件商提供的软件产品的过程中发现错误，将及时地记录应用环境及操作过程，以书面（包括电子文档）的方式报告发送给维保商，维保商应及时修正错误。

2.4.版本升级

在服务期内，如遇同架构的软件产品有升级版本，根据我方需要，维护商提供免费升级，并提供完善的后续服务。升级服务包括应用程序升级、数据恢复、升级培训。为满足和适应国家相关规定所做的客户化修改，应免费提供相应的技术支持，并及时完成。

2.5. 工作文档

提供和完善的服务工作文档（指软件更新的内容说明和常见问题的解决方法说明）。

## 服务方式

3.1.提供服务联系电话，确保7\*24小时畅通。

3.2.提供互联网在线支持:通过邮件、QQ、远程桌面工具等解决我院的相关问题。

3.3.远程维护:在我方允许的条件下，在我方指定的时间内，在我方监管下，维护商可以通过远程登录进入我院的OA服务器为我方解决有关问题。

3.4.远程协助无法完成维护工作时，必要情况下提供前述服务内容的上门服务。

## 服务期限

服务期限为合同签订次日起1年内。

## 管理制度

采取严密的安全措施，防止无关用户进入系统。

定人管理，禁止非本部门人员操作或从事与本部门业务工作无关的工作。

## 数据管理制度

对维保人员加强经常性的信息系统安全管理教育和培训，增强系统安全防范意识。

要求严格执行系统管理工作流程、业务需求变更处理流程，通过良好的制度管理，将引发故障的可能性降低到最小。

对操作系统以及数据库的各级用户的口令严格管理，杜绝任何形式的密码盗用。

根据信息管理职责划分，可分为计算机系统管理员与业务操作人员。其中需要严格规范每一级别计算机系统管理员的数据操作权限，同时根据不同业务操作人员所操作的业务模块的不同，进行角色划分和表操作的合理授权。

加强数据备份工作的检查和管理，防止在出现任何数据故障时，能够进行快速、完整的数据恢复。

## 应急预案

出现以下几类突发性问题——设备损坏、线路故障、系统错误、操作失误、病毒破坏及非法入侵，针对以上情况提供相应的紧急情况技术支持，必要时给予现场技术支持。

1．紧急情况处理流程

提供了24小时开机的专职服务工程师和项目经理手机，任何时候都可以及时找到服务工程师对紧急情况进行处理。

2．重大情况的处理

对于对业务造成较大影响，较为复杂的紧急情况，有危急情况处理体系，能快速调动相关资源，尽快解决问题。

3. 灾难应急处理流程

对于灾难应急处理：

(1)制定应急计划

(2)应急恢复流程培训

(3)应急业务恢复

4. 安全事件应急处理流程

5．紧急情况技术支持：

设备损坏处理：

帮助医院设备维修人员一同调试，保障系统正常运行。

系统错误：

根据错误原因针对系统进行分析，及时修复。

操作失误：

提供系统备份、恢复培训，在出现问题时，指导或协同用户完成系统恢复工作。

非法入侵：

提供系统专用工具培训工作，使用户掌握漏洞扫描、线路监控等技术，从而定期排查系统的安全隐患。对于已经遭受入侵的系统，为用户提供相应解决方案。封闭系统的入侵根源。

应急响应

在全面安全策略的保护下，系统出现紧急情况的可能性大概有如下情况：

数据库系统故障补救

数据库系统故障情况下，采取策略保障数据库正常运行的，如果需要数据库DBA人员手工恢复，则及时系统安排DBA人员及时修复。

应用系统故障补救

在正常运行过程中，如出现系统故障，第一时间解决，不影响业务办理。

## 培训方案

系统开发和管理员培训

培训对象：信息科系统管理人员。

培训人数：2～3名。

培训项目：医院信息系统的操作使用及管理、操作系统的安装及常见故障的处理，数据库系统的安装及常见故障处理，服务器的配置及常见故障处理、网络配置及常见故障处理、数据库的备份与恢复技术、维护功能及突发事件应急处理等。

培训目标：使系统管理员能够独立完成软件的设置、管理、故障恢复、应急处理等，使系统管理员能够在软件完全崩溃后完成恢复操作，能够进行日常的数据库备份及恢复操作、能够独立处理常见突发事件及操作员提出的常见操作问题。

## 违约责任

维保服务期内如果因乙方原因造成未能按合同约定提供服务（含提供服务达不到合同要求），由此造成的损失由乙方承担。

甲方违反合同约定，未依照本合同的规定及时付款，造成乙方经济损失的，甲方应承担违约责任，并给与乙方经济补偿。

服务期间，乙方人员违反甲方规章制度，造成损失的，乙方应赔偿甲方的全部损失，并无条件更换服务（技术）人员；乙方人员操作不当或违规操作造成甲方设备、设备损坏的，乙方应承担损坏设备、设施的全部恢复责任，否则，甲方有权单方面中止本合同的履行，并依法追究乙方全部责任。

## 付款方式：

每半年服务期作为一个考核周期，按照服务内容、服务条款，进行考核，一个考核周期结束，按考核结果支付年度服务费的50%的全部或部分。

如果服务结果不能达到约定要求，经核实无误，给予警告或扣除相应比例服务费的处罚：

普通问题：给予警告，同一问题3次警告后扣除服务费1%，

如果造成严重后果或损失，扣除年度服务费3%。

紧急问题：给予警告，同一问题2次警告后扣除服务费3%如果造成严重后果或损失，扣除年度服务费5%。

重大问题：给予警告后扣除服务费5%，如果造成严重后果或重大损失，扣除年度服务费10%或终止合同。

灾难问题：扣除年度服务费10%或终止合同。

原则上，如果无重大服务问题发生，每半年服务期作为一个考核周期，如果发生重大服务问题，考核周期可调整为按季度或月，服务费支付比例也做相应调整。

附件：1

青海红十字医院维护项目运行表

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 日期 | 维护工程师签到 | 服务器运行情况 | 系统运行情况 | 医院信息科签字 | 备注 |
|  | XXX | 正常 | 正常 |  |  |
|  | XXX | 正常 | 更新 |  | 已处理 |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |

附件：2

**青海红十字医院**

**系统培训服务培训人员签到表**

|  |  |
| --- | --- |
| 培训内容 |  |
| 培训日期 |  |
| 序号 | 姓名 | 工号 | 科室 |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

#### 科室需求表

青海红

附件：3

**青海红十字医院客户化维护报告**

|  |  |  |  |
| --- | --- | --- | --- |
| 医院名称 | 青海红十字医院 | 提出科室/人员 | 药房/XXX  |
| 维护工程师 |  | 提出时间 |  |
| 完成时间 |  | 模块名称 |  |
| 详细需求 |
|  | 问题类型：1、BUG问题 2、反复BUG 3、新功能 4、特殊需求 | 1 | 时间要求 |  |
|  | 需求描述： |
|  | 需求分析： |
|  | 需求修改方案： |
|  | 结果： |
| 备注： 以上客户化需求为医院的最终需求；承诺于 年 月 日之前提交修改后的软件并进入现场调试。 |